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Flujos de datos transfronterizos, protección de datos y ciberseguridad
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# 

# Objetivo

A medida que la conectividad y la penetración de Internet aumentan en todo el mundo, también aumentan las tensiones sobre la jurisdicción y la coherencia normativa. Conservar el carácter global de Internet y garantizar el respeto de los derechos requiere de mecanismos innovadores de cooperación. Atender estos retos es crítico para prevenir los vacíos legales que pueden ser perjudiciales para Internet y su impacto en el desarrollo y el bienestar.

## Programa **Jueves 22 de noviembre**

|  |  |  |
| --- | --- | --- |
| **09:30** – **10:00**  **Sesión de apertura** |  | Alicia Bárcena, Secretaria ejecutiva, CEPAL  * Bertrand de La Chapelle, Director ejecutivo, Secretaría de la Red de Políticas de Internet & Jurisdicción (Internet & Jurisdiction Policy Network) |
|  |  |  |
| **10:00** **-** **11:15**  **Panel 1: La nueva arquitectura global sobre el flujo de datos transfronterizo: desafíos de la territorialidad en un mundo interconectado** |  | **Moderador:** Bertrand de La Chapelle, Internet & Jurisdiction Policy NetworkBruno Gencarelli, Jefe de la unidad de flujo de datos y protección, Comisión Europea (tbc)Jorge Atton, Delegado presidencial sobre Ciberseguridad, Presidencia de la República, Chile (tbc)Thiago Jardim, Ministerio de Relaciones Exteriores, BrasilDaniel Castro, Vicepresidente, Fundación de Tecnologías de la Información e InnovaciónPablo Bello, Director ejecutivo, Asociación Interamericana de Empresas de Telecomunicaciones (ASIET)Carolina Limbatto, Analista principal para Américas, Cullen International |
|  |  |  |
| **11:15** **-** **11:30 Café** |  |  |
| **11:15** **–** **12:30 11:30** **–** **12:45**  **Panel 2:** **Retos pendientes sobre la legislación de protección de datos en América Latina y el Caribe** |  | **Moderador:** Sebastian Rovira,CEPAL  * Marcelo Drago Aguirre, presidente del Consejo para la Transparencia, Chile * Héctor Huici, Secretario de Tecnologías de la información y las Comunicaciones, Ministerio de Modernización, Argentina * Laura Nahabetian, Unidad de Protección de Datos de Uruguay, Presidencia de la Red Iberoamericana de Protección de Datos * Erick Iriarte, Alfa-redi y coordinador del grupo de trabajo sobre marco normativo de la Agenda digital eLAC2020 * Gonzalo Navarro, director ejecutivo de la Asociación Latinoamericana de Internet (ALAI) * Paloma Szerman, Gerente regulatorio para América Latina, GSMA |
|  |  |  |
| **12:45** **–** **13:00  Cierre y conclusiones** |  | **Debate sobre las tendencias en materia de protección de datos en América Latina y el Caribe** |
|  |  |  |
| **13:00** **-** **14:30 Almuerzo** |  |  |
|  |  |  |
| **Taller: Esfuerzos de cooperación multisectorial de la Red de Políticas de Internet & Jurisdicción (Internet & Jurisdiction Policy Network)** | | |
|  |  |  |
| **14:30 - 15:00****Antecedentes y metodología** |  | Secretaría de la Red de Políticas de Internet & Jurisdicción (*Internet & Jurisdiction Policy Network*) |
|  |  |  |
| **15:00** **-** **16:00** **Datos & Jurisdicción** |  | ¿Cómo se pueden conciliar los flujos de datos transnacionales y la protección de los derechos humanos con los requisitos legales de acceso para abordar el delito?  Las investigaciones criminales requieren cada vez más el acceso a la información sobre los usuarios y la evidencia digital almacenada por compañías privadas en jurisdicciones fuera del país solicitante. El sistema tradicional de Asistencia Legal Mutua (MLA, por sus siglas en inglés) está bajo presión y se exploran enfoques alternativos competitivos para resolver este problema. ¿Cuáles son las salvaguardas y procedimientos necesarios para establecer marcos viables y escalables? ¿Cómo garantizar la coherencia de las políticas y la interoperabilidad de los regímenes? |
|  |  |  |
| **16:00** **-** **16:15 Café** |  |  |
|  |  |  |
| **16:15** **-** **17:15****Contenido & Jurisdicción** |  | ¿Cómo podemos gestionar el contenido disponible a nivel mundial a la luz de la diversidad de leyes y normas locales aplicables en Internet?  El contenido legal en un país puede ser ilegal en otro. Tratar con abusos como el discurso de odio, el acoso, las amenazas a la seguridad, la incitación a la violencia o la discriminación en línea, mientras que la protección de los derechos humanos es un desafío importante cuando se trata de varias jurisdicciones. ¿Cómo mejorar las prácticas actuales en términos de transparencia y debido proceso a través de las fronteras para maximizar la remediación necesaria del daño y minimizar las restricciones a la libertad de expresión? |
|  |  |  |
| **17:15** **-** **18:15 Dominios & Jurisdicción** |  | ¿Cómo se puede preservar la neutralidad de la capa técnica de Internet cuando las leyes nacionales aplicadas al sistema de nombres de dominio?  La suspensión de un nombre de dominio tiene un impacto global: solo un ámbito de abuso particularmente alto podría potencialmente justificarlo. Sin embargo, hay opiniones divergentes sobre cuándo es apropiado actuar a nivel del DNS en relación con el contenido de un sitio. ¿Qué rol pueden tener los tribunales y los llamados "notificadores"? ¿Qué tipo de marco podría definir sus responsabilidades? |
|  |  |  |
| **18:15** **-** **18:30 Cierre y conclusiones** | | |
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